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Disaster Management 

Interoperability and Building Partnerships

The Disaster Management (DM) E-Government initiative strongly contributes to the ability of the nation's emergency management response organizations to prepare, respond, mitigate and recover from all types of disasters.  These responders operate at multiple levels including Federal, State, Local, and Tribal levels and across geographical boundaries.  A key component of the DM program involves developing interoperability standards that will allow information to be shared seamlessly throughout the emergency

management community.  The DM program is reaching out to state and local partners to potentially coordinate alliances and partnerships with a focus on interoperability.  By sharing knowledge and working together through these alliances, the program will be able to provide greater services to the nation's emergency management community.

For additional information please see the attachment…

Smart Card Handbook

The U.S. General Services Administration Office of Governmentwide Policy recently published the “Government Smart Card Handbook.” The handbook is designed as a reference document for government agencies. The Handbook presents management guidance and relevant information to agencies considering a smart card program as well as those who are in the midst of implementation.

The “Government Smart Card Handbook” is an updated version of the “Smart Card Policy and Administrative Guidelines” published in 2000. Since the first edition, the Federal government has issued over four million smart cards and the handbook cites plans to issue an additional twenty million. The Handbook is an effort to distill the lessons learned from current smart card programs and to provide the reader with the technical advances in smart card technology during the past four years.

The Handbook contains background information on smart card technology, offers issues that an implementation should address, and recommends guidance throughout the procurement process. Interviews with over forty officials from across academia, industry, and government were conducted to assure a broad perspective on the use of smart cards.

The Handbook is valuable in framing difficult issues in customizing smart card programs to meet the requirements of the different Federal Agencies. Further smart card implementation expertise is available to Federal Agencies through the Government Smart Card Contract administered by the Center for Smart Card Solutions of the Federal Technology Service of GSA

For additional information please refer to the GSA Smart.gov website http://www.smart.gov/smartgov/whats_new.cfm or http://www.smart.gov/ to access the latest updates of the totally revised Government Smart Card Handbook and other related documents or contact John Moore at johng.moore@gsa.gov or 202-208-7651.

Overview of the New Lines of Business Task Force
Building upon the efforts of the Federal Enterprise Architecture Program to expand E-Government, the Office of Management and Budget (OMB) and designated agency task forces have launched the Line of Business Initiative.  This initiative seeks to develop business-driven, common solutions for five Lines of Business (LoBs) that span across the Federal government.   

LoB Managing Partners: The five LoBs and their agency task force leads are:

· Financial Management (FM) – The Departments of Energy and Labor

· Human Resources Management (HR) – The Office of Personnel Management

· Grants Management (GM) – The National Science Foundation and the Department of Education

· Federal Health Architecture (FHA) – The Department of Health and Human Services

· Case Management (CM) – The Department of Justice
Brief updates were made on the Grants and case Management Initiatives.  The Grants initiative is a government-wide solution to support end-to-end grants management activities that support citizen access, customer service, and agency financial and technical stewardship. The goals for the initiative are to improve customer access to grant opportunities, increase the efficiency of the decision process, improve decision-making, integrate the financial management process and improve the efficiency of the of the reporting procedures in order to increase the useable information content, and to optimize the post-award and close-out actions. Questions on the Grants Initiative should be referred to Mary Santonastasso at msantona@nsf.gov or refer to www.fedbizopps.gov
and/or www.gmlob.gsa.gov which will have a public information section.

The Case Management Common Solutions Initiative is a complementary subset of DOJ's Law Enforcement Information Sharing (LEIS) strategy. The LEIS strategy establishes policies for an overall framework of trusted information sharing across the nationwide law enforcement community. The Case Management initiative is focused on increasing case information sharing and reducing overlapping federal IT case management investments. At the end of April, DOJ will have a comprehensive "as-is" assessment of case management solutions within the 17 DOJ components and sister agencies.  The "as-is" analysis uses an enterprise architecture approach to analyze the current environment on 3 levels : business process, systems, and technology.  Tying back with the LEIS strategy, one of the main conclusions from the as-is assessment is the need to build data bridges between and among investigative and litigation processes.  The next phase of Case Management work, starting this summer, will develop the "To-Be" Case Management Common Solutions Architecture.  Focusing on efficiency, effectiveness and accountability, LEIS and the Case Management initiative drive towards business process commonality, information sharing, and common federal IT solutions.  Questions on the Case Management Initiative should be referred to Chris Carey at Christopher.M.Carey@USDoJ.gov.

The American Council for Technology

The American Council for Technology (ACT) is a membership-driven nonprofit organization that leads the IT community to improve government.  ACT is seeking more members like you to join.   ACT facilitates and encourages education, communication and collaboration across all levels of government. In 1989, ACT created the Industry Advisory Council (IAC) to foster improved communications and understanding between government and industry. Today, ACT reaches as many as 50,000 government IT professionals and has over 450 member IT companies in its Industry Advisory Council.

For additional information please see the attachment or contact Danielle Germain directly at dgermain@actgov.org.
National Electronic Commerce Coordinating Council – 2004 Workgroups 

ANALYSIS OF STATE RECORD LAWS 
Evie Barry – ebarry@nasact.org
Every state has legislation defining the term “record” and assigning responsibility for managing records to each state and local government agency. Such legislation is intended to ensure the accountability of government by providing for the creation and retention of the evidence of its business.  However, as the business of government has changed in many cases, the definition of the term record has remained the same.  This work group will discuss how governments are addressing records creation, maintenance and privacy and how current business processes are affecting the “record” being created.  Current records laws will be evaluated for their applicability to the records of e-government; model language for legislation will be discussed; and the analysis of existing language will be reported.

DIGITAL CASE LAW
Neal Hutchko – nhutchko@nasact.org
Over the past decade courts have grappled with how to treat paperless records: are digital records subject to state and federal sunshine laws?  What digital records must be produced as part of the civil discovery process?  Must litigants retrieve old files from discarded hard drives?  Must litigants migrate files that exist only in old formats in order to comply with discovery requests or court orders? Under what conditions will digital records be considered good evidence in litigation?  The Digital Case Law Work Group will explore how courts are treating digital records, what is required for a digital record to be considered good or credible evidence.  This work group will make recommendations to those who create, store and manage digital records to help ensure the records they preserved retain their evidentiary value

EXCELLENCE IN E-PAYMENTS
Neal Hutchko – nhutchko@nasact.org
This work group is designed to recognize certain governments by the mechanisms of “awards” for excellence announced at the annual conference.  This work group will define e-payments and develop the criteria of best practices and construct a survey instrument that would take the form of “nominations” for projects that exemplify best practices.  

IDENTITY MANAGEMENT
Evie Barry – ebarry@nasact.org
This year, the identity management work group will explore how to achieve interoperability and cooperation among existing and evolving autonomous and heterogeneous authentication systems.  Is there no one solution but rather identification of common components and standards that are necessary to insure interoperability?  As always this work group builds upon the previous year’s work
N-1-1 A NEW OPPORTUNITY FOR CONSTITUENT SERVICE DELIVERY
Evie Barry – ebarry@nasact.org
The FCC has provided governments an unprecedented opportunity to deliver information and services to citizens by designating specific N-1-1 dialing codes for government related information delivery.  2-1-1, 3-1-1 and 5-1-1 are all attaining a higher level of maturity in the United States and they will continue to become a more critical and integrated component of continued customer relationship management (CRM) and cost takeout opportunities for governments.  This work group’s goal is to establish a high level collaborative initiative, where governments who have successfully deployed N-1-1 solutions can share best practices and lessons learned with those who are now considering such initiatives and develop a deployment model which allows for these N-1-1 solutions to become an integrated component of government’s future e-CRM initiatives.

PERFORMANCE-BASED PROCUREMENT
Neal Hutchko – nhutchko@nasact.org
This work group is designed to offer best practices assisting governments on projects that mitigate government risk on information technology and e-government procurement through performance based contracting.  

